COURSE DETAILS

Cybersecurity Compliance in the U.S.

This video-based, eLearning (self-study) course provides participants with a deeper look into the many United States regulations regarding cybersecurity. The course will cover a wide array of cybersecurity regulations including those pertaining to medical privacy, financial privacy, educational privacy, telecom, and marketing. Other prominent federal laws, an overview of state laws and state-specific privacy laws will also be discussed. The stakes regarding cybersecurity and compliance controls continue to increase. For management accountants and financial professionals, this course is essential knowledge to enable competent partnering with cross-functional areas of business. After passing the course final assessment, users will earn 1.2 NASBA CPE.

Learning Objectives
1. Identify major federal level sector laws as they pertain to cybersecurity
2. Describe prominent telecommunications and marketing cybersecurity laws
3. Recall state specific cybersecurity laws

Delivery Method: QAS Self-Study

CPE Credit: 1.2 NASBA CPE Credits

Author(s): Joseph Brunsman

Field of Study: Information Technology

Level: Basic

Prerequisites: Basic understanding of technological advancements and their risks in business. Recommended coursework: IMA’s “Cybersecurity Alert!”

Advance Preparation: None

Release Date: 09/30/21

This course will expire one year from the date of purchase. In order to earn CPE, the learner must complete the Final Assessment with a passing score before the course expiration date.

Minimum Passing Grade: 70%

For NASBA CPE information, please visit: www.imanet.org/career-resources/nasba-cpe-requirements?ssopc=1
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